
Multi-tenancy at Salesforce.com  

  Broad spectrum of customers and market segements: 
prosumer -> large multi-nationals 

  Architectural challenges with common login services 
–  Prevents domain specific un-authenticated behavior 

–  Forces highest common denominator  

–  We can’t ask our user base to provide URLs 
–  Highest common denominator prevents NASCAR 

  Moving to namespaced URLs, but damage is done. 



Most concerns are proxy for trust 

  Mid-market and Enterprise customers want explicit trust 

  Customers make individual trust decisions 

  Renders discovery largely irrelevant aspect of protocol 

  Even when we have explicit trust, assurance levels are 
not there 
–  PAPE support is varied and weak 

–  NIST Assurance levels are a start 
–  Need stronger assertions of how OPs comply 

  Need to mitigate risk of Email provider as OP 


